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Abstract—The proliferation of WLAN infrastructures has faci -
litated numerous indoor localization techniques using WLAN 
fingerprints. In particular, identifying a room or a place in 
urban environments could be usefully utilized in many applica-
tion domains such as ubiquitous health. However, it is not 
straightforward how to bootstrap such a localization sys-tem 
because WLAN fingerprints of all places must be available in 
advance. In this paper, we propose a crowdsourcing approach 
for indoor place recognition. The key idea is to build an open 
participatory system through which users can contribute fin-
gerprints. As the database size increases, it can provide place 
recognition service. We conducted an extensive experimental 
study at a university campus to demonstrate the performance 
of the proposed method in terms of recognition accuracy. We 
also studied key factors that could undermine the crowdsourc-
ing approach such as fingerprint density, incorrect contribu-
tion, uneven contribution, and device heterogeneity. 
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I.  INTRODUCTION 

In recent years, many indoor and outdoor location sens-
ing technologies have been developed based on infrared, 
ultrasonic, GSM, wireless LAN (WLAN), and RFID. 
Among them, we pay a special attention to WLAN-based 
technologies because of (i) their great potential to use in-
doors and (ii) the increasing proliferation of WLAN infra-
structures in urban environments. It is assumed that a room 
or a place is uniquely identified by a set of accessible WLAN 
access points (APs) and the corresponding received signal 
strength indicator (RSSI) values or fingerprints. However, it 
is not practically feasible to build in advance a collection of 
WLAN fingerprints at all locations (e.g., a square meter or a 
room), called a radiomap, especially in large-scale urban 
environments. 

This paper proposes a crowdsourcing approach [20], in 
which users of WLAN-enabled mobile devices contribute 
fingerprints and help to build such a radiomap in a collective 
manner. In this method, fingerprints may be collected unno-
ticed to users when they tag places. Note that it is practically 
different from conventional approaches where fingerprints 
are prepared in advance by trained experts. 

In this paper, we studied the feasibility of the crowd-
sourcing approach for room-level place recognition based on 
our experiments in a university building with three scenarios: 
dividing-wall, no-wall and multi-floor scenarios. Key para-

meters in determining the recognition accuracy are identified: 
(i) fingerprint density, (ii) the number of APs, (iii) incorrect 
contribution, (iv) uneven fingerprint density, and (v) device 
heterogeneity. According to our experiment results, the 
room-level recognition accuracy reaches over 90% when the 
parameters of the crowdsourced radiomap are properly con-
trolled. 

Contributions of this paper are four-fold: 
• First, this paper proposes a place recognition method 

based on crowdsourced WLAN fingerprints. To the best 
of authors’ knowledge, this is fist attempt of this kind. 

• Second, this paper identifies and evaluates key factors 
that determine the recognition accuracy in such crowd-
sourcing-based place recognition. (i) It begins to offer a 
reasonable accuracy when the number of fingerprints in 
the database is larger than 5 for a typical office of 30m2. 
(ii) However, the recognition accuracy decreases lower 
than 70% when there are about 7% of incorrect finger-
prints. 

• Third, we made some important observations on WLAN 
fingerprint-based localization techniques in general. (i) 
Location information of APs is not critically important in 
place recognition. (ii) The kNN (k-th nearest neighbors) 
approach exhibits a slightly higher accuracy than the 
probabilistic approach but demands much higher compu-
tational power. (iii) The number of APs in the area does 
not affect the accuracy significantly as long as it is larger 
than 15. (iv) Unlike [7], it is observed that dividing walls 
help enhance the recognition accuracy. This is because 
two adjacent rooms exhibit different fingerprint characte-
ristics due to the wall between them. 

• Fourth, this paper compares WLAN fingerprints of hete-
rogeneous mobile devices and discusses how to accom-
modate it. Two main sources of the problem are the sig-
nificant differences in the number of accessible APs (sen-
sitivity) and in RSSI measures among the devices. 

The rest of the paper is organized in the following manner. 
Section II discusses previous work on indoor localization 
and participatory approach. Section III describes the pro-
posed crowdsourcing approach, followed by evaluation in 
Section IV. Section V discusses our future work and Section 
VI concludes this paper. 



II. RELATED WORK 

Indoor localization 
Many indoor location sensing technologies have been 

developed such as Active Badge [2], Active Bat [10], Cricket 
[3], SpotOn [5], Ubisense [11], and Smart Floor [4]. WLAN 
(IEEE 802.11) based technologies have attracted a special 
attention in recent years because existing WLAN infrastruc-
tures can be utilized to determine user locations. They can be 
classified into two categories: triangulation- and fingerprint-
based techniques. Techniques in the former category use the 
geometry properties of triangles to estimate user location. 
Place Lab [16] is one of the techniques in this category.  

Techniques in the latter category, also called scene analy-
sis based, collect fingerprints of a scene and then estimate 
the location of a user by matching the fingerprint of the user 
with the collected fingerprint database. There are a few me-
thods within this category including kNN (k nearest neighbor) 
and probabilistic methods. kNN is adopted in RADAR [1], 
where a user’s location is determined by taking an average of 
three nearest neighbors’ coordinates (e.g., k=3) in the signal 
space. Viterbi-like algorithm [15] has been proposed to im-
prove the kNN method. Probabilistic methods are adopted by 
Horus [9], Roos et al. [12], and Nibble [13]. Alternatively, 
Battiti et al. [14] proposed a neural-network-based method. 
Hightower et al. [6] introduced BeaconPrint algorithm for 
learning and recognizing places based on location finger-
printing. The learning phase of this work is based on single 
user, so it’s not participatory approach. 
 
Participatory approach 

There exist map and localization systems based on user 
participation. For example, OpenStreetMap [22] facilitates 
building and providing street maps based on user-collected 
GPS tracking data. Users upload the data to a wiki-like sys-
tem and are allowed to edit them by themselves. Similarly, 
some WLAN-based localization methods, known as Wi-Fi 
Positioning System, utilize user participation. AP location 
database is established in most part by war-driving, which is 
supplemented by user participation in some systems such as 
wiggle.net, WiFimap.com and locky.jp. More recently, Red-
pin [19], Teller et al. [17], and Barry et al. [18] suggested 
room-level WLAN-based indoor localization systems based 
on user-involved radio-mapping. Users are trained to provide 
fingerprints with room numbers when fingerprints of the 
corresponding rooms are insufficiently collected. Their work 
revealed the potential of radiomap building by trained users, 

but they cannot be considered as crowdsourcing approach in 
terms of scale. 

III.  CROWDSOURCING APPROACH 

A. Key Concepts 

Figure 1 illustrates the concept of place recognition based 
on crowdsourcing. Since a majority of people have and carry 
their own WLAN-enabled mobile devices such smart phones, 
laptops, PDAs, etc., they are potential contributors of loca-
tion fingerprints in WLAN-enabled indoor urban places such 
as cafés, stores, theaters, restaurants, etc. Those mobile de-
vices collect location fingerprints bound with location iden-
tifier, possibly unnoticed by users, and then contribute them 
to a central fingerprint database to help build a crowdsourced 
radiomap. When the accumulated fingerprints become suffi-
cient, the location of a user holding a mobile device can be 
estimated by matching the fingerprints at the user’s current 
location with those in the radiomap. Note that fingerprints 
are measured by received signal strength indicator (RSSI), 
which is provided at no extra cost in most wireless network 
interface. 

B. Considerations in building a Crowdsourced Radiomap 

There are several important factors we have to consider 
for building a robust localization system through crowd-
sourcing approach. The following is the factors we elicited as 
the primary factors. 
• Fingerprint density: Crowdsourced radiomap begins with-

out any fingerprint and is expanded by only users’ contri-
butions. Thus we need information on how many finger-
prints are required to achieve reasonable recognition accu-

 
Figure 1.  Crowdsourcing Approach for Place Recognition. 

TABLE I.  INFORMATION ABOUT COLLECTED LOCATION FINGERPRINTS. 

Scenario Dividing-wall No-wall Multi-floor 

Room ID 
 

F309 F314 F320 F308 F301 F302 F316 F317 F319 F318 F3CR F3TM F3TW F3SZ F1AA F1NA F1TA F3CR F4CR F5CR F6CR 

Area (m2) 83.7 170.2 86.49 122.8 34.02 22.68 28.35 85.05 30.24 30.24 207 31.5 29.25 6.3 28.8 67.68 34.56 207 207 207 207 

#Fingerprints 
(for Training) 

84 170 86 123 34 23 28 85 30 30 207 32 29 6 29 68 35 207 207 207 207 

#Fingerprints 
(for Testing) 84 170 86 123 34 23 28 85 30 30 207 32 29 6 29 68 35 207 207 207 207 

# accessible APs 
(average) 12.3 13.5 13.9 10.3 21.2 20.9 23.0 24.9 23.6 21.3 16.6 17.4 16.3 14.8 25.1 20.8 19.8 16.6 18.2 14.2 13.5 



racy. Since room sizes are diverse, we use the density of 
fingerprint (per m2) rather than the number of fingerprints. 

• Uneven fingerprint density: In addition, the density differ-
ence of fingerprints at each room might affect the recogni-
tion accuracy. 

• WLAN infrastructure: Generally, the recognition accuracy 
is improved with the increase of the number of APs. We 
need information on how many APs are required to 
achieve reasonable accuracy. 

• Incorrect contributions: Incorrect fingerprints may be col-
lected from participants by mistakes or on purpose. Such 
errors and vandalism are major issues we have to over-
come as long as we are using crowdsourcing approaches. 
So, we need to observe the negative impact of incorrect 
fingerprints on the recognition accuracy. 

• Device heterogeneity: Wi-Fi enabled mobile devices are 
usually equipped with sensors with different Wi-Fi capa-
bilities. Thus it is possible that the sensors provide differ-
ent results which result in inconsistent fingerprints. We 
need to observe how the radio sensitivity of each device is 

different and how it affects the accuracy. 

IV.  EXPERIMENTS 

We performed several experiments to evaluate the pro-
posed crowdsourcing approach. Changes in the recognition 
accuracy were observed by varying parameters such as fin-
gerprint density, uneven density, number of APs, and rate of 
incorrect fingerprints.  

A. Scenarios and Data Collection 

We performed the experiments in the KAIST-ICC cam-
pus main building which is equipped with a number of 
WLAN infrastructures. No additional APs were deployed 
and no location adjustment was made. Inside and outside of 
the building, we found a total of 93 APs, among which 12 
are scanned at all places and 20 are scanned only at one place. 
Although current urban places such as cafés, stores, and res-
taurants are not equipped with such a good WLAN facilities, 
we expect a similar concentration of WLAN infrastructure in 
the near future. According to a recent study, the number of 
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(a) Dividing-wall scenario 
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(b) No-wall scenario 
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(c) Multi-floor scenario 

Figure 2.  Three experiment scenario (Dividing-wall scenario in (a) exhibits a higher recognition accuracy than expected because adjacent rooms possess 
different fingerprint characteristics due to walls) 



accessible APs is observed as many as 85 in some metropoli-
tan areas [21].  

To evaluate the effect of walls and floors, we tested three 
cases as shown in Figure 2: (a) dividing-wall scenario, (b) 
no-wall scenario, and (c) multi-floor scenario. The dividing-
wall consists of 14 places including meeting rooms, toilets, a 
corridor, offices, and laboratories. The no-wall scenario con-
sists of three places including newspaper stand area, ATM 
(automated teller machine) area, and coffee table area in the 
lobby of the first floor. There were no barriers or obstacles 
among the places. The multi-floor scenario consists of four 
corridors located at the same position but at different floors. 

We developed a software tool to collect the location fin-
gerprints in these places. It was written in Java and targeted 
for Android-based T-Mobile G1 smart phone. A detailed 
description of its design and implementation is omitted as it 
is beyond the scope of this paper. 

We walked freely in each place for two weeks to collect 
at least two location fingerprints per m2 at each place. We 
collected a total of 3,440 fingerprints. To measure the recog-
nition accuracy, a half of the data was used as a training set 
and the rest half was reserved for test. To evaluate the effec-
tiveness of the crowdsourcing approach, the test starts with 
an empty fingerprint database (no training set). Table 1 
shows the size of places (rooms), the number of fingerprints 
collected for training and testing, and the average number of 
accessible APs each place. 

B. Place Recognition Accuracy 

1) Effects of Density 
We observed the effect of fingerprint density on the accu-

racy by measuring the accuracy changes depending on the 
density as shown in Figure 3. Here, the density is measured 
as the number of fingerprints per m2. We use density instead 
of the number of fingerprints because places are different in 
size. From a density value of 0.1, the floor case and the di-
viding-wall scenario showed a rather high accuracy over 90% 
but it reaches the highest possible accuracy (saturated) at 
density value 0.6 for all three scenarios. 

2) Effects of Uneven Density 
It is not expected that actual user contributions are evenly 

collected for each place. Some places may have more contri-
butions than others. We observed the change of recognition 
accuracies depending on the difference of the density values 
of places as depicted in Figure 4. For simplicity, we selected 
only two adjacent places in each case. F301 and F302 were 
selected for the dividing-wall scenario. Similarly, F3CR and 
F4CR for the multi-floor and F1TA and F1AA for the no-
wall scenario were selected. We changed the difference from 
0 to 1. With less than 0.4, there was almost no accuracy de-
gradation, but from 0.6, the accuracy decreased dramatically. 

3) Effects of Number of APs 
We considered the effect of the number of APs as well. 

To perform this experiment, we need a means to control the 

 

Figure 3.  Effect of fingerprint density (The accuracy stabilizes as long as 
the density is more than 0.2 per 1m2. It shows that the crowdsourcing 

approach can quickly provide a reasonable recognition accuracy) 

 

Figure 4.  Effect of uneven density of two adjacent places 

 
Figure 5.  Effect of number of APs on recognition accuracy 

 
Figure 6.  Effect of rate of incorrect fingerprints (Careless contributions 
significantly undermine the accuracy. Crowdsourcing approach is easily 

subjective to this problem.) 
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number of APs. Since physically eliminating APs was not 
possible, we simulated this by deleting fingerprints from 
both learning and test sets. As shown in Figure 5, in the di-
viding-wall scenario, recognition accuracy was very low 
when it is less than 6, gradually increases between 7 to 30, 
and almost saturates when over than 30. In the multi-floor 
and no-wall cases, they showed similar trends. The no-wall 
case fluctuated more than in other cases. 

4) Effects of Incorrect Fingerprints 
There is a possibility that users might contribute some in-

correct fingerprints due to a mistake or bad intention. Never-
theless, we observed the changes of the accuracy as the rate 
of incorrect fingerprints increases from 1% to 20%. In all 
cases, the accuracy linearly decreased as shown in Figure 6. 
A few incorrect contributions are allowable but we need 
some methods to reduce or prevent incorrect contributions. 

C. Observation on Device Heterogeneity 

In order to confirm that how received signal strength and 
sensitivity are different for each device, we compared four 
mobile devices: HTC’s G1, Apple’s iPodTouch 1G, Sam-
sung’s T-Omnia and Apple’s MacBook Air (MC234LL/A). 
First, we measured received signal strength values of an AP 
from 0 to 93m for each 3m distance. As shown in Figure 7 
(a), there are significant differences among the devices. In 
the worst case, there is about 30dBm difference between 
iPodTouch and T-Omnia. According to Tao et al. [23] and 
Haeberlen et al. [8], there is a linear relation in received 
signal strengths between two different chipsets. Therefore, 
the differences can be adjusted using approximated linear 
function. 

However, adjusting the received signal strength is not 
enough. Figure 7 (b) shows significant differences of sensi-
tivity among the devices. While iPodTouch scans more than 
33 APs, T-Omnia scans less than 6 APs. It means that dif-
ferent device produces different fingerprints consisted of 
different number of APs and signal strength values. It may 
also degrade the recognition accuracy even if the adjusted 
signal strength values are used. Both received signal 
strength and sensitivity should be properly considered in 
any crowdsourcing approach. 

D. Comparison of kNN and Probabilistic Method 

We compared the kNN and probabilistic methods in 
terms of accuracy, speed, and required storage space to con-
firm the appropriateness for crowdsourcing approach. The 
comparison was performed in the dividing-wall scenario 
using one fingerprint per m2. As shown in Figure 8, the accu-
racy values were 95.62% for the kNN (k=1) method and 
93.55% for the probabilistic method. The probabilistic me-
thod executed for only 1.09 seconds, while the kNN method 
executed for 241.38 seconds to recognize 1,000 places. The 
measured time contains only the computation time for rec-
ognition, so the latencies for network connection and trans-
mission were not included in the measurement. To store all 
collected fingerprints, the kNN method required 744,423 
bytes but the probabilistic method required only 19,800 bytes 
because the latter contains only the mean and standard devia-
tion for each access point. According to these experimental 
results, we can conclude that probabilistic method is much 
efficient than kNN method, which is important in large-scale 
environments. 

 
(a) Different received signal strength 

 
(b) Different sensitivity 

Figure 7.  Radio sensitivity comparison of four mobile devices 

 
(a) Recognition accuracy 

 
(b) Recognition time 

 
(c) Required storage space 

Figure 8.  Comparison of two recognition methods (kNN and probabilistic) 
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V. FUTURE WORK 

We are implementing a system, named Elekspot, aiming 
at building a large-scale radiomap via the proposed crowd-
sourcing approach. Now, we are engaged in developing a 
localization system consisted of a web application and a 
middleware for smart phone. The web application is a colla-
borative authoring system to allow users to contribute their 
location fingerprints and to provide Web APIs for place rec-
ognition applications. The middleware is for the develop-
ment of location-aware applications in smart phones. We are 
also developing a couple of location-aware applications uti-
lizing our system in urban environments such as cafés, thea-
ters, restaurants, and so on. Some of the applications allow 
users to contribute fingerprints without recognition of the 
users. 

VI. CONCLUSION 

General users are expected to have their own mobile de-
vices which are capable of Wi-Fi networking in the near fu-
ture. This fact enlightens the future of crowdsourcing ap-
proach. In this paper, we proposed a crowdsourcing ap-
proach for room-level place recognition. The method is 
based on voluntary contributions of WLAN fingerprints by 
general users. We performed several experiments to study 
the feasibility of the crowdsourcing approach. The results 
revealed that the crowdsourcing approach is feasible as long 
as the characteristics of the crowdsourced radiomap are 
properly handled.  

An important observation is that mobile devices have dif-
ferent radio sensitivity and different RSSI levels. Even at the 
same distance from an AP, different devices return about 
30dBm different values in maximum. In addition, while Ap-
ple’s iPhone scans more than 33 APs, Samsung’s T-Omnia 
only scans less than 6 APs at the same position, which signif-
icantly degrades the recognition accuracy. A new method is 
needed in order to accommodate heterogeneous mobile de-
vices. 

We also compared two popular methods (kNN and prob-
abilistic) in the context of crowdsourced radiomap. Accord-
ing to the experiments, the probabilistic method was approx-
imately 200 times faster and it required a 37 times smaller 
storage space compared with the kNN method. But it still 
achieved only 2% point lower accuracy than the kNN me-
thod. This indicates that the probabilistic method is more 
suitable for large-scale environments than kNN method. 
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